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Abstract of the contribution: 
In this discussion paper, it is proposed to clarify the emergency call architecture for the IP(SIP)-based interconnection of IMS emergency sessions.
1.
Introduction
At the SA2#118 meeting, the CR (CR0310) for enabling the interconnection of IMS emergency session over Ici/Mm interface based on Japanese (TTC) requirements was discussed, and it was suggested that careful consideration will be needed so that the proposed scenarios will work and corrections will not negatively affect other regional requirements (e.g. ETSI, and ATIS).

This discussion paper analyses the scenarios to be considered and necessary corrections to 3GPP emergency call specification (TS 23.167) for the interconnection of IMS emergency sessions.
2.
Interconnection of IMS emergency session
Making a transition from PSTN to IP-based system including IMS network, PSAP will be provided by the IMS operators. The IMS network operator accommodating PSAP may need to provide the interconnection interface to domestic IMS network operators who does not accommodate PSAP for the IMS emergency sessions, based on regulatory requirement. When an originating network and a network accommodating PSAP are IMS network, the interface between these networks will be the II-NNI (Inter-IMS Network to Network Interface).

[image: image5.png]Originating Side Terminating Side

' '
)
i Mw B @ Mx Icwi i
UE +=P-CSCF| E-CSCF| IBCF T IMS network T PSAP
| | |
' ' '
| mi i |
' ' '
' ' '
' ' '
! LRF H H
' 1 Le (out of scope) '
Legend

@: The entity which retrieves location information = : The interface which the IMS emergency request clearly traverses
@: The entity which decides PSAP destination accordingto TS 23.167




Figure 2.1: Interconnection of IMS emergency sessions over the II-NNI
The following clauses describe the above scenario mainly based on Japanese (TTC) requirement in detail and the analysis about the architectural impact when enabling the emergency session interconnection scenario over the II-NNI.
2.1.
The current 3GPP architecture for IMS emergency sessions
In the current 3GPP architecture for IMS emergency sessions defined in TS 23.167, the reference architecture (Figure 2.1) implies that there is an interconnection scenario via IBCF/IP multimedia Network.
However, the current version of TS 23.167 does not explicitly specify fundamental functionalities to support this interconnection scenario.
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Figure 2.1.1: E-CSCF in reference architecture in TS 23.167
2.2.
Japanese (TTC) Emergency session interconnection scenario
Japanese SDO (TTC) has reached agreement on extending our TTC standard in order to enable the interconnection of IMS emergency session, and now developing technical report for that. Preconditions for the interconnection of IMS emergency session are summarized below.

· All PSAP in the country are accommodated by a few fixed IMS network.

· All originating IMS networks in the country have both P-CSCF and E-CSCF (LRF) functionalities, and have a capability to determine an appropriate PSAP based on the location information.

· When an emergency call is invoked, the originating IMS network sends an IMS emergency request with an emergency indication and routing information to the IMS network accommodating PSAP over the II-NNI.
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Figure 2.2.1: Interconnection of IMS emergency session architecture
2.2.1.
Analysis of the impact on the routing procedure
According to the TS 23.167, an E-CSCF in an originating IMS network has a responsibility to determine appropriate PSAP based on the location information, and includes routing information into the emergency request. In the above interconnection scenario, the same architectural principle applies, which means that the E-CSCF is not located in the terminating IMS network but in the originating IMS network. Entities in the call path route the emergency request as per normal SIP procedure.

However, according to the TS 23.167 normative text, although the E-CSCF is allowed to route the emergency request to PSAP or BGCF (highlighted in yellow), the E-CSCF is not allowed to IBCF or IP multimedia network. In order to enable the interconnection scenario the missing normative text will be needed to add. The interface between the E-CSCF and the IBCF or IP multimedia network is already shown in reference architecture in TS 23.167 (see Figure 2.1.1).
Note that stage 3 IMS specification TS 24.229 has had the procedure that the E-CSCF, based on location information and optionally type of emergency service, selects a PSAP connected to the IM CN subsystem and adds the PSAP URI as routing information to the topmost Route header field, or a PSAP in the PSTN and add a PSAP URI in tel URI format to the Request-URI with an entry used in the PSTN/CS domain.


4.1
Architectural Principles

-
The E‑CSCF is the IMS network entity, which is responsible to route the request to an emergency centre/PSAP or BGCF based on location information and additionally other information such as type of emergency service in the request.



2.2.2.
Analysis of the impact on the use of location information

In the above interconnection scenario, location information is used in the originating IMS network to determine the appropriate PSAP, which serves the area where the UE is currently located. The originating IMS network deletes the location information at the boundary of the trust domain (i.e. IBCF) in order not to expose privacy related information to other operator network. The terminating IMS has no necessity of handling and delivery of the location information.

For the purpose of the PSAP to get more accurate or update location information during the emergency session, Le interface which is out of scope of 3GPP specification can be used.

Therefore, the above interconnection scenario has no impact on current 3GPP specification in terms of location information.
2.2.3.
Analysis of the impact on detecting emergency session

In the above interconnection scenario, the both IMS networks have to distinguish an emergency request from a normal request, and apply the specific handling (e.g. prioritization) only for "real" emergency request. This detecting emergency request has already been realized in 3GPP specification. 

Note that stage 3 IMS specification TS 24.229 has specified that an emergency request can be detected using an emergency service URN (e.g. urn:service:sos.police) in Request-URI.

However, the functionality for IBCF to detect the emergency request and to prioritize emergency request is missing in TS 23.167.
2.3.
Other countries Interconnection scenario
One of other SDO have been studying IMS based scenarios and architecture for emergency sessions. However, these works have not been finalized yet, so enhancements based on the other regional requirements will be for further study.
3.
Proposal

Based on the above analysis, it is proposed to add the IBCF related requirement and II-NNI scenario into TS 23.167.


4.1
Architectural Principles

-
The E‑CSCF is the IMS network entity, which is responsible to route the request to an emergency centre/PSAP, or BGCF, IBCF or IP multimedia network based on location information and additionally other information such as type of emergency service in the request.
-
As a regional option where the emergency centre/PSAP is connected via other IMS network, emergency sessions may be routed to the other IMS network over II-NNI defined in Annex K of TS 23.228 [1].



6.2.x
IBCF
-
Route emergency session establishment requests to an appropriate destination including anonymous session establishment requests.
-
Prioritize the emergency session.


S2-170997 is the CR to reflect the proposed changes.
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